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Privacy policy pursuant to EU Regulation 679/2016 regarding the processing of personal data 
 

With reference to the personal data acquired or handed over during the surveillance activities of the 
Chamber of Commerce of Milan Monza Brianza Lodi, the following information, pursuant to Articles 13 and 
14 of EU Regulation 679/2016,  is provided- 
 
1. Data Controller and Data Officer 
The Data Controller is the Chamber of Commerce of Milan Monza Brianza Lodi – via Meravigli 9/B, 20123 – 
Milan (MI) http://www.milomb.camcom.it – cciaa@pec.milomb.camcom.it. 
The Data Protection External Officer is Infocamere S.C.p.A., - Via G.B. Morgagni 13, Rome (RM). Pursuant to 
art. 37 of EU Regulation 679/2016, the Chamber has appointed the Data Protection Officer, contactable at 
RPD@mi.camcom.ita – 
 

2. Purposes and legal basis of data processing 
The personal data handed over or acquired during surveillance activity are processed in order to exercise the 
control powers conferred to the Data Controller by the regulations in force and to manage procedures for 
detecting and notifying of possible breaches, as well as enforcing the relevant sanctions. Pursuant to art. 6 
letter e) of the GDPR, the legal basis of the data processing is the exercise of public authority conferred to 
the Data Controller by  Law 689/81 and 241/90, concerning administrative procedures, and by the sectoral 
legislation. 

 
3. Processing of data relating to criminal convictions and offences 
Please note that, with regard to the activities covered by this privacy policy, the Data Controller may find it 
necessary to process data relating to criminal convictions and offences. Such data processing is carried out in 
compliance with the provisions of art. 10 of GDPR and art. 2-octies of Legislative Decree 196/2003. 

 
4. Data processing methods 
The collected personal data are processed by personnel authorized in paper and/or electronic form. Data processing is 
carried out via recording, archiving, and/or digital procedures, in such a way that security and privacy must be granted. 

 
5. Data provision 
In order to correctly perform the legal procedures concerning the Chamber of Commerce’s  surveillance 
activity, it is mandatory to provide the relevant data. Besides, such procedures entail the processing of the 
data extracted from registers and databases held by the Chamber of Commerce. 

 
6. Data dissemination and communication 
The collected/provided data are processed for the sole purposes referred to in the above paragraph 2. Only 
the personnel authorized by the Data Controller, or by the Data Protection Officers appointed by the latter, 
can process such data. Personal data may be communicated to other authorities and/or entities involved in 
the surveillance procedures, as well as to those who are competent to perform sanctioning procedures and 
operate as autonomous Data Controllers. 

 
7. Data retention 
The data provided will be processed for the period strictly required to pursue the aforesaid purposes and will 
be kept as long as necessary, with regard to the legal obligations, regulatory provisions or other 
requirements related to the proper management of the procedure. 
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8. Rights of the data subject and how to protect them 
Without prejudice to the circumstances that justify the restrictions referred to in art. 23 of GDPR, data 
subjects are guaranteed the exercise of the rights provided by art. 15 et seq. of EU Regulation 679/2016 and 
the relevant legislation in force. In particular, data subjects are granted the right to access their personal 
data, to request data rectification, updating or deleting if such data are incomplete, erroneous or collected in 
violation of the law.  Data subjects can also object to data processing, make data anonymous or limit their 
processing. These rights can be exercised in compliance with the exceptions provided by the sectoral 
legislation and with the rules established by a specific Regulation, which specifies how and on what basis it is 
possible to put such rights in action. The Regulation, and the relevant forms, can be found at 
https://www.milomb.camcom.it/regolamenti. 
Data subjects can also file a complaint to the Italian Data Protection Authority, following the relevant 
procedures. Data subjects undertake to communicate the content of this privacy policy to the parties 
interested in the personal data that have been indicated when filling out the declaration. 


